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Introduction

This document describes an upgrade load file which allows CE ATMs to communicate with
hosts which use newer certificates issued by Verisign. A host is either a transaction processor or
Triton Connect.

Platforms Affected

This release is for the following families:
e XScale, X2 CE5, X2 CES6, X3

Hardware Support
No specific hardware is required for this software release.

Software Requirements
The ATM must be running application version 2.4.0 or greater.

The following load files are included with this release:
t-sw-cavs-2.0.1.tIf — XScale Update
t-sw-cavs-2.0.1.tfv — X2 CE5 Update
t-sw-cavs-2.0.1.tr6 — X2 CE6 Update
t-sw-cavs-2.0.1.tr7 — X3 Update

IMPORTANT: After software installation completes, restart the ATM by selecting
Management > System Parameters > Restart Terminal to apply the new settings.

External Dependencies
None
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Verisign certificates

The following will appear in the configuration summary (for ATMs using software version 4.0
or later):

Subject CN: VeriSign Class 3 Public Primary Certification
Authority - G5

Not Before: 11/8/2006 00:00:00

Not After: 11/7/2021 23:59:59

Serial Number: 250CE8E030612E9F2B89F7054D7CF8FD
Thumbprint: 32F30882622B87CF8856C63DB873DF0853B4DD27

Date Version Description of Change
August 29, 2016 1.0 Initial
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